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.. Part A
a Answer all qucstians.

Earh question carrics 4 marks.

' 1. Explai:r Digital Signatue.

i 2. What are tbe different Authenticatior. aechanisms adopted for OS security ?

6 3. What are Firewalls ?

l
I 4. What is a Virrs ?

5. Describe SQL Security.

6. Write the need for encryption and decryption.

7. What are the common intrusion techniques ?

. 8" Write briefly on Applet security.

9. .Illustrate the different official levels of computer securify.

10" Write the need for database security.

(10x4=40marks)

Part B
Answer all questions.

Each question carries 12 marks.

1 1 . Explain the different security services and mechanism provided for network security.
(12 marks)

Or

12. Expiain briefly :

"(a) 
Trojan Horse.

(6+6=12rnarks)

Tunn over
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.
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Reg. N

(b) Worm.



13' Discuss the need for OS secwity. Describe the protection mechanisms adopted for OS security.

(12 marls)

control and remote erecution in

15. Explain DES algorithm. Discuss the strength of DES algorithm.

Or

14. Discuss the security features for authentication, access
Windows 2000.

Or

(a) Explain RSA algorithm. Compare RS-{ algorithm with DES algorithm.
(b) Explain the importance of Hash fi:actions.

Explain, with sn gvample, E-tnail secudty.

16.

17.

(12 marks)

(12 marks)

(6+6=12marks)

(12 marks)

18. Explain brielly :

(a) Kerberos.

(b) SA4IME.

(6+6=12ma"ks)
19. Discuss the securify issues for databases and how database security is provided.

Or 
(12 marks)

20. (a) Write briefly on statistical database securify.

(b) Explain how MAC provides multilevel securify for databases.

Or

(6+6=12marks)

[5 x 12 = 60 marks]


