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Part A

Answer a'll qwstions.

Each Enstion corries 4 marks.

Maximum : 100 Marks

1. Describe the relevance of network security"

2. Writ€ a note on viruses.

3. Describe the ofrcial levele ofcomputer security'

4. What are the protection nechanisms adoptai for OS security ?

5. With figue, explsin gagrTplitn and ilecryption mechanisms'

6. What do You mean bY cryPt analYsis ?

?. Diferentiate blue and application security'

8. Define apPlet securitY.

9. Describe SQL securiiY.

10. Define Statistical database security'
(10x4=40marks)

Part B

Answer all tlw qucstions.

Each question aarries 12 marks'

11. Explain the following :-
(a) Hackers.

(b) Crackers.

Or

12. what are the different sergices and mechanisms for providing network security ? (12 marks)

13.Explainaccesscontrolmechanism.Whattloyoumeanbydiscretionaryandmandatoryaccess
control ?

"Or
f+. Wt ut are the different authentication mechanisms associated with OS Security ?
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15. With an example, explain the Dittie-Hellman key exchange algoritbm.

Or

16. Compare RSA and DFS algorithms. List the merits and demerits ofeach.

17. Explain the IP security architecture with relevant figures.

Or

18. With an example, explain tbe E-mail security.

19. What is the relevance of database security and explain statistical database security ?

Or

20. Explain how MAC provides multilevel seculity for database.

(5 x 12 = 60 marks)
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